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ABOUT THIS GUIDE

This manual provides instructions and illustrations on how to use
your SOHO Internet Camera, includes:

Chapter 1, Introduction, provides the general information
on the camera.

Chapter 2, Hardware Installation, describes the hardware
installation procedure for the camera.

Chapter 3, Security, explains the security feature of the
camera.

Chapter 4, Application of the Camera, provides the
Illustrations of the camera’ s applications.

Chapter 5, Using the Camera, guides you through the
configuration using the web browser.

Chapter 6, IPView Pro, helps you to install and use the
software.

Chapter 7, Appendix.

Please note that the illustrations or setting values in this manual
are FOR YOUR REFERENCE ONLY. The actual settings and
values depend on your system and network. |If you are not sure
about the respective information, please ask your network
administrator or M1S staff for help.
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INTRODUCTION

Thank you for purchasing the Wireless Internet Camera, a camera
device that can be connected directly to an Ethernet or Fast
Ethernet network and also supported by the wireless transmission
based on the IEEE 802.11g standard. @Compared to the
conventional PC Camera, the Wireless Internet Camera features a
built-in CPU and web-based solutions that can provide a cost-
effective solution to transmit real-time high-quality video images
and sounds for monitoring. The Wireless Internet Camera can be
managed remotely, accessed and controlled from any
PC/Notebook over the Intranet or Internet via a web browser.
The simple installation procedures and web-based interface allow
you to integrate it into your network easily. With comprehensive
applications supported, the Wireless Internet Camera is your best
solution for remote monitor, high quality, and high performance
video images.



Features and Benefits

Simple To Use

The Wireless Internet Camera is a standalone system with built-in
CPU requiring no special hardware or software such as PC frame
grabber cards. The Wireless Internet Camera supports both
ActiveX mode (for Internet Explorer users) and Java mode (for
Internet Explorer and Netscape Navigator users). Therefore, all
that is required is a web browser software such as Internet
Explorer 5.0 or above or Netscape 6.0 or above. Just plug and
view the picture from your Wireless Internet Camera with avalid
|P Address.

Support Variety of Platforms

The Wireless Internet Camera supports TCP/IP networking,
SMTP e-mail, HTTP and other Internet related protocols, and can
be utilized in a mixed operating system environment such as
Windows, Unix, and Mac. It can be integrated easily into other
www/Intranet applications.

Web Configuration

Applying a standard web browser, the administrator can configure
and manage the Wireless Internet Camera directly from its own
web page via the Intranet or Internet. Up to 64 users name and
password are permitted with privilege setting controlled by the
administrator.



Remote Utility

The powerful 1PView Pro application assigns the administrator
with a pre-defined user ID and password, alowing the
administrator to modify the Wireless Internet Camera settings
from the remote site via Intranet or Internet. When new firmware
Is available, you can also upgrade remotely over the network for
added convenience. Users are also allowed to monitor the image,
and take snapshots.

Broad Range of Applications

With today’s high-speed Internet services, the Wireless Internet
Camera can provide the ideal solution for live video images over
the Intranet and Internet for remote monitoring. The Wireless
Internet Camera allows remote access from a web browser for
live image viewing and allows administrator to manage and
control the Wireless Internet Camera anywhere and any time in
the world. Apply the Wireless Internet Camera to monitor
various objects and places such as homes, offices, banks,
hospitals, child-care centers, amusement parks and other varieties
of industrial and public monitoring. The Wireless Internet
Camera can also be used for intruder detection; in addition, it can
capture still images for archiving and many more applications.



Unpacking the Package

Unpack the package and check all the items carefully. In addition
to this User’ s Guide, be certain that you have:

One SOHO Wireless Internet Camera (with external antenna)
One Installation CD-ROM
One Quick Installation Guide

One AC power adapter suitable for your country’s electric
power

One Camera Stand

B One RJ45 Ethernet Cable

If any item contained is damaged or missing, please contact your
local dedler immediately. Also, keep the box and packing
materials in case you need to ship the unit in the future.



System Requirement

Networking
Local Area Network:

10Base-T Ethernet or 100Base-TX Fast Ethernet.

Wireless Local Area Network:

|EEE 802.11g Wireless LAN.

Accessing the Camera
For Web Browser Users

Operating System: Microsoft® Windows® 98SE/ME/
2000/ XP

CPU: Intel Pentium |1, 266 MHz or above
Memory Size: 32MB (64MB recommended)
Resolution: 800x600 or above

Microsoft® Internet Explorer 5.0 or above (ActiveX &
JAVA Mode —Image View for Windows OS and JAVA
Mode — Image View for other OS); Netscape 6.0 or above
(JAVA Mode — Image View)

For IPView Pro Application Users

Operating System: Microsoft® Windows® 98SE/ME/
2000/XP.

CPU: Intel Pentium 111, 450 MHz or above
Memory Size: 128 MB (256 MB recommended)
Resol ution: 800x600 or above
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Physical Description

This section describes the externally visible features of the
Wireless Internet Camera.

Front Panel
(@ Power LED
£ /_"'\
5 ’#i‘i—_— ® Link LED

1. Power LED

The Power LED is positioned on the right side of the Wireless
Internet Camera’ s lens while facing the Wireless Internet Camera.

A steady BLUE light confirms that the Wireless Internet Camera
is powered on.
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2. Link LED

The Link LED is positioned on the right side of the Wireless
Internet Camera’ s lens while facing the Wireless Internet Camera.
It islocated right of the Power LED

A steady light confirms that the camera has good
connection to LAN connectivity.

Dependent on the data traffic the LED will begin to flash to
indicate that the Wireless Internet Camera is receiving/sending
data from/to the network.
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Rear Panel

@ External Antenna
(® Reset Button

(D Network Cable Connector (@ DC Power Connector

1. Network Cable Connector

The Wireless Internet Camera's rear panel features an RJ45
connector for connections to 10Base-T Ethernet cabling or
100Base-TX Fast Ethernet cabling (which should be Category 5
twisted-pair cable). The port supports the N-Way protocol and
“Auto-MDIX” function, allowing the Wireless Internet Camera to
automatically detect or negotiate the transmission speed of the
network.

2. External Antenna

The rotatable external antenna alows you to adjust its position to
obtain the maximum signal.

12



3. Reset Button

Reset will be initiated when the reset button is pressed once, and
Power LED beginsto flash.

Factory Reset will be initiated when the reset button is pressed
continuoudly for three seconds or when Power LED begins to
light up. Release the reset button and the Power LED will begin
to flash, indicating the Wireless Internet Camera is changing to
factory reset. When factory reset is completed, the Wireless
Internet Camera will be set to default on channel 11 and SSID is
set as “NULL String” (This default setting will let the Wireless
Internet Camera connect to ANY access point on the
infrastructure network). The IP address will aso return to the
default setting as 192.168.0.20.

4. DC Power Connector

The DC power input connector is located on the Wireless Internet
Camera's rear panel, and is labeled DC5V with a single jack
socket to supply power to the Wireless Internet Camera. Power
will be generated when the power supply is connected to a wall
outlet.

13



Top/Bottom Panel

Top Panel

Screw Hole

Bottom Panel
Screw Hole

Screw Hole

L ocated on the top/bottom panel of the camera, the screw hole is
used to connect the camera stand onto the camera by attaching the
screw head on the camera stand into the screw hole of the camera.
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2

HARDWARE

INSTALLATION

Attaching the Camera to the Stand

The Wireless Internet Camera
comes with a camera stand
(optional) with a swivel ball
screw head that can be attached
to the Wireless Internet
Cameras bottom screw hole.
Attach the camera stand to the
Wireless Internet Camera and
station it for your application.
There are three holes located in
the base of the camera stand
alowing the Wireless Internet
Camera to be mounted on the
ceiling or any wall securely.
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Connecting the Ethernet cable

Connect an Ethernet cable to
the network cable connector
|located on the Wireless Internet
Camera's rear panel, and then
attach it to the network.

Attach the external power
supply to the DC power input
connector located on Wireless
Internet Camera’'s rear pand,
and then connect it to your local
power supply.

TIP: You can confirm power source is supplied from the LED
indicators label Power on the Wireless Internet Camera is
illuminated.
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SECURITY

To ensure the highest security and prevent unauthorized usage of
the Wireless Internet Camera the Administrator has the exclusive
privilege to access the System Administration for settings and
control requirements to alow users the level of entry and
authorize the privileges for all users. The Wireless Internet
Camera supports multi-level password protection and access to
the Wireless Internet Camera is strictly restricted to defined the
user who has a “User Name” and “User Password” that is
assigned by the Administrator.

The administrator can release a public user name and password so
when remote users access the Wireless Internet Camera they will
have the right to view the image transmitted by the Wireless
Internet Camera.

NOTE: Since the default settings are Null String, it is highly
recommended to set the "Admin ID" and "Admin Password"
when you are the first time to use the Wireless Internet
Camera. Once the ID and Password are defined, only the
administrator has the access to management the Wireless
Internet Camera. This procedure should be done as soon as
possible since the security features with the Wireless Internet
Camera will not be enabled until the "Admin ID" and "Admin
Password" is defined.
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A

APPLICATION OF
THE CAMERA

The Wireless Internet Camera can be applied in wide variety of
applications. With the built-in CPU, it can work as a standalone
system that provides a web-based solution transmitting high
quality video images and sounds for monitoring purposes. It can
be managed remotely, accessed and controlled from any PC
desktop over the Intranet or Internet via a web browser. With the
easy installation procedure, real-time live images will be available.
In addition, once the Wireless Internet Camera is installed
coupled with the IPView Pro application, you can further expand
the scope of the Wireless Internet Camera.

The following section will provide the typical applications for the
Wireless Internet Camera along with the IPView Pro application,
and also includes some basic knowledge to assist in the
installation and configuration of the Wireless Internet Camera.
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Applications

Monitoring of local and remote places and objects such as
construction sites, hospitals, amusement parks, schools and
day-care centers through the use of aweb browser.

Capture single frame images from the IPView Pro
application.

Configure the camera to upload image or send-mail
messages with a single frame image.
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Application Diagrams of the Camera

Home Applications

HOME
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SOHO Applications
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USING THE CAMERA

Y ou can access and manage the Wireless Internet Camera through:
1) aweb browser, and 2) the enclosed software IPView Pro. This
chapter describes the Web Configuration Utility, and provides the
instructions on using the camera with aweb browser.

Web Configuration Utility

The Wireless Internet Camera must be configured through its
built-in Web-based Configuration. (Extensive knowledge of LAN
will be helpful in setting up the Wireless Internet Camera.)

From the web browser, enter the default |P address to access the
Welcome screen of the Wireless Internet Camera. To configure
your Wireless Internet Camera, type http://192.168.0.20 in the
address box. The number is the default IP address of your
Wireless Internet Camera. Then, press [Enter].

NOTE: The computer’'s IP address must correspond with the
camera’s IP address in the same segment for the two devices
to communicate.
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; 5 1164008 Wireless Infernel Camera) - Micrasaft Interned Explorer

e - )
Coss [ retpeise 168,020

Y |l .
] Saarch
L= L= R

Default rP ad diress

Pre-view area

Welcome Screen of the Configuration Utility

After the default IP address is entered from the browser, the
Wireless Internet Camera Welcome screen will appear with a still
image. There will be three options to choose from to set-up and
view your Wireless Internet Camera, including:

® ViewVideo—-ActiveX Mode
® View Video—-JavaMode
® System Administration
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System Administration

Under the Welcome screen of the Configuration Utility, click
System Administration to enter the administration window that
contains the settings required for the camera in the top menu bar,
including M anagement, Configuration, Tools, Help, and Home.

TIP: Once you have changed the settings in each option, click
Save to store the settings, or Cancel to abandon, or Refresh to
reload the status. During the configuration, whenever you click
Home in the top menu bar will make you return to the Welcome
window.

System Administration = Management

The Management window contains the information of your
configuration. Click the items in the left column to view your
settings, including: System, Video, Wireless, Network, and User.

T T Device Statirs

Systen Camara Mama 5116684
Localion
Kaodael Wiraless Inlernet Camara
Mt Firrmwane Version 1 (a (2004-05-2T)
o MALC Address DOFF 11 11 BE 28
IP Addrass 192 1680020
Etbier vl Stalus
Link el
Spesd 100K Bps
Duiplex Fisll Ciuples
| Fietash |
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System

Click the System item in the left column to display the device
status of your camera.

Thadcn STimas

Camieta Hame CE& 1188500

LocaAnn

Wodel Wi edeess inta el Camsns
Fumwane Yersion 300a (A004-09-2T

MaC Adclress DODFF 1111 66 A8

P Address 192.168.0.20

LI LE]

Epsed 1008 bips
Duplax Full Cougibes
| Raitreszh

- Device Status. The information about the camera,
including the Camera Name, Location, Model, Firmware

Version, MAC Address and IP Address, can be found in
this field.

- Ethernet Status: Y ou can monitor the networking status
in this field, including the Link (network connection),

Speed, and the Duplex mode.
Video

Click the Video item in the left column to display the video
configuration of your camera.

Wideo Stalus
Wideo Resolubon 370 = 40
Comprassion Fale Madium
Frams Rais ALk
Frams Siee 7904 Bvins
Light Freésqi gy B0 -2

R efrEsn |

- Video Status: The video configuration about the camera,
including the Video Resolution, Compression Rate,

25



Frame Rate, Frame Size and |P Address, can be found in
thisfield.

Wireless

Click the Wireless item in the left column to display the
information of the wireless LAN.

Wiinlass Stams
Camnaclion Mode Infrasiniciure
Link T
BED Rl (WEAC: - O 00 0u Do) O 0o}
Channal 11
Trangmissin Rals 54H Ee
WEP Encrgpibosn Dk
Flefresh |

- Wireless Status. The items in this field display the
information of the wireless LAN, such as the Connection
Mode (Infrastructure or Ad-Hoc), Link, SSID, Channel,
Transmission Rate, and WEP Encryption.

Network

Click the Network item in the left column to display the
information of the LAN.

Matwioik S0
P Addrags 182 168.0.20
Sunne] Mask 255 255 255 0
Diefaut Jialesay DL
Frnary DME Address 00
Eeconday DMNS Bddrass 00udn
Crmiane; DS Diisahble

Seconcary HTTP Parl
IPnF

I_F'nlln-'.h

Dizable [(For: 27)
Enanila (F 00000

- Network Status. The items in this field display the
information of the LAN, such as the |P Address, Subnet
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Mask, Default Gateway, Primary DNS Address,
Secondary DNS Address, Dynamic DNS, Secondary
HTTP Port, and UPnP.

User

Click the User item in the left column to display the user(s)
information.

Acthe Issi s

IP Hame DialeTime

Redfresh |

- Active Users: The itemsin this field display the user(s)
information, including the user(s) IP address, Name, and
DateTime.
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System Administration = Configuration

The Configuration window contains commands for settings that
are required to input key details to setup the camerafor operation.
Click Configuration in the top menu bar and the Configuration
window will appear as below:

Sy Camers Name 5116688

il it Localion

Admin Adrnin |0

[l Tiim Jdrmin Passward
Dol Again

LED Coniral =] Mormmal OFF Doirrams

Sove | | Cancel

System

Click the System item in the left column to setup the basic
configuration of your camera.

SyElam SaTliig
Camma Name C5-1160EB
Locaian
EBiimin Admin ID
Admin Fagesord
Canfirm Agan

LED Contngd # ) Blairnal EF } Coasifrifevd

|_5m-'c | | Cancsl |

- System Setting: In this field, you can configure the
basic information of your camera.
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e Camera Name: This field is used to enter a
descriptive name for the device. The default setting
for the Camera Name is CS-XxXXxXxX, where Xxxxxxx is
the last six digit of the MAC Address. The maximum
length is 32 (printable ASCI1).

e Location: This field is used to enter a descriptive
name for the location used by the camera (optional).

e Admin: This field is used to enter the administrator
name along with the password to access the System
Administration settings. Be sure to enter the password
twice to confirm the details once in the Admin
Password field and again in the Confirm Password
field.

The default setting for administrator is blank space
(Null String), and you need to key in the administrator
name with a maximum length of 12 (printable ASCII)
characters and enter the administrator password with a
maximum length of 8 (printable ASCII) characters.

It is highly recommended to set the Admin ID and
Admin Password as soon as possible to enable security
option for the Wireless Internet Camera to function.

e LED Control: This option alows user to setup the
LED illumination as desired. This feature provides the
flexibility when surveillance activity is ON.

There are three options as follows:

Power - Steady On of the LED indicator.
Link - Steady On of the LED indicator.

Normal When WLAN activity is present the LED
indicator will flash steadily.
OEE Power - LED indicator is off.

Link — LED indicator is off.

Power - Steady On of the LED indicator.
Dummy Link - Steady On of the LED indicator with
random flashing.
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The default setting for the LED control is at Normal.
When you have configured the LED control, the
correct illumination will be set after 1 minute.

Video

Click the Video item in the left column to setup the image
configuration of your camera.

Wirdan Saiting
Vided Rasokition C Dy & 3w o O edos 430
Compneasion Fale Covpmlew O Low 0 msdiam ) igh ™ Ve gl
Frame Rl ™1 T8 CF ©98 T Faup (FamesSec)
Brighiness Conlral |:|| =1 | 4 +'|| +L||
Conkas Conko -IJ| =1 | | +1| +'LI|
Sabyration Conbko -|J| -1 | 4 +1| +'LI|
Lignt Frequency CElHz ™ B0 H
Wi [ s ) R [ W= BMrni
An-Flicker I~
S | Cancal |

- Video Setting: In thisfield, you can configure the basic
information of your camera.

e Video Resolution: Select the desired video resolution
format, including 160x120, 320x240 (default) and
640x480.

e Compression Rate: Select the desired compression
rate with five levels from Very Low to Very High.
Higher video compression rate will generate more
compact file size with less video quality and vise-
versa. The default setting isMedium.

e Frame Rate: Sdect the frame rate desired with
default setting at Auto for optimal frame rate.

e Brightness Control: Adjust the brightness level with
default setting at 64.
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e Contrast Control: Adjust the contrast level with
default setting at 64.

e Saturation Control: Adjust the saturation with
default setting at 64.

e Light Frequency: Adjust the light frequency to suit
your area of operation from the options either 50 Hz or
60 Hz (default).

e Mirror: Select Horizontal Mirror to display the
Image in a horizontal mirror mode, or Vertical Mirror
to display the image in avertical mirror mode.

e Anti-Flicker: If you capture a flicker image
because of the environment factor (for example,
high light of lamp), please select this item to solve
the problem.
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Wireless

Click the Wireless item in the left column to setup the wireless
LAN configuration of your camera.

O prnEchin MislE W ifrarsmnciune
T Ao

Lrcrypdian
¥ Digshie
i WEP Ercravsar,
Lenegh & F Gibie T 1290
Fomial - ™ aBoi W HEX

|
kerz |
Heyd -

Fry & I

Erersg] Dals Trarmen maose Using |' wy | 3
Agihentication Typss © ¢ Open Sesten ¢ Braned Koy F Bols
T "WPAPGE

Pregharned Ky -61 ARCH or §4 HEE chamckm]

Bt el BENTR

Sesncpn infersnl | i Aivel

=i b F Loag 7 Shost

bt ] Cancel |

- Wireless Interface
e Connection Mode: Use this option to determine the
type of wireless communication for your camera.
There are two choices of Infrastructure mode and Ad-
Hoc mode. The default setting is I nfrastructure.

e SSID: The SSID (Service Set Identifier) is the name
assigned to the wireless network. It will auto-detect
and display the SSID of wireless network connected in
this box (it displays default initially). This default
setting will let the camera connect to ANY access
point under the infrastructure network mode.
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To connect the camera to a specific access point on the
network, please make sure to set the SSID of the
camera to correspond with the access point’s SSID for
communication. Type any string up to 32 characters
long (spaces, symbols, and punctuation are not
allowed) in the Network Name box.

To connect the camera to an Ad-Hoc wireless
workgroup, make sure to set the same wireless channel
and SSID to match with the PC/Notebook’s
configuration for direct wireless communication.

e Wireless Channel: This pull-down menu provides the
wireless channel for communication. A "channel" isa
range of frequencies to be used in communication
between the camera and access point in Infrastructure
mode, or the camera and PC/Notebook in Ad-Hoc
mode. Select the appropriate channel from the list
provided depending on the regulatory region where the
unit issold. The default setting is at channel 11.

e Transmission Rate: Select the data transmit rate from
this pull-down menu. The default setting is Fully
Automatic.

- WEP Encryption

e WEP Encryption: Wireless network communications
can be intercepted easily. WEP (Wired Equivalent
Privacy) is an encryption method specified by the
IEEE 802.11g standard to make any intercepted
communications extremely difficult to interpret by

unauthorized parties. The default setting for this
option is Disable.

e WEP Key Format: To enable WEP Encryption, you
should decide the encryption format first by selecting
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the ASCII or HEX option, and then input the WEP
key (in the following Key 1~4 box).

ASCIl input format:

ASCIlI format causes each character you type to be
interpreted as an eight-bit value. All unaccented upper-
and lower-case Western European characters that can be
input through your keyboard's typing zone are valid. To
setup a 64-bit WEP key, input 5 ASCII characters. For
example, ‘12345’. To setup an 128-bit WEP key, input 13
ASCII characters. For example, ‘1234567890123'. These
character counts result in bit counts of 40 and 104
respectively; the camera will automatically pad your input
to a bit count of 64 or 128.

HEX input format:

Hex format causes each pair of characters you type to be
interpreted as an eight-bit value in hexadecimal (base 16)
notation. Only the digits 0 through 9 and the letters A
through F (in upper or lower case) are valid. To setup a
64-bit WEP key, input 10 HEX format. For example,
‘3132333435, which is the same with ASCII input ‘12345’.
To setup an 128-bit WEP key, input 26 HEX format. For
example, ‘31323334353637383930313233’, which is the
same with ASCII input ‘1234567890123'. These character
counts result in bit counts of 40 and 104, respectively; the
Wireless Internet Camera will automatically pad your input
to a bit count of 64 or 128.

e Encrypt Data Transmissions Using: Use this pull-
down menu to decide to use Key 1, 2, 3 or 4 for
encryption).

e WPA-PSK: This item is used to secure your wireless
network in pre-shared key mode (8-63 ASCII or 64
HEX characters). If you enable this function, each user
must enter a pass phrase to access the network.

- Advanced Setting: In this field, you can setup more
advanced configuration.



e Beacon Interval: This option defines time interval
between two images sent.

e Preamble: A preamble is a signal used in wireless
environment to synchronize the transmitting timing
including Synchronization and Start frame delimiter.
Please NOTE that if you want to change the Preamble
type into Long or Short, please check the setting of
access point.

e Authentication Type: Open System communicates
the key across the network. Shared Key alows
communication only with other devices with identical
WEP settings. The default setting is Both.

Network

Click the Network item in the left column to setup the LAN
configuration of your camera.

e
I Addmee e bGde
=i Fiad IF
IF Al rees 152 160 .2
Eastirvt M o 55206 2650
Dietaukt Caleway - NOG0
Dwmiaimit 1P [DHCF)
PPFoE
Lisar [T
Fasewand
DFOS P Adepess 4 nooo
3 (LuED
Dsnarmic DS Enaitle - =) Dizabia
SericE Frowkde| Choml = o q =
Hnsf Hame
Lme HamsE-mai
P e i T ey
Becond HTTP Pord Enpile (=) Disable
Foort Bumber i
JFrF <1 Enziale ) Dizable
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- TCP/IP: The items in this field display the information
of the wireless LAN, such as the Connection Mode
(Infrastructure or Ad-Hoc), Link, SSID, Channdl,
Transmission Rate, and WEP Encryption.

e |P Address Mode: Thisfield provides your with three
options to select the IP Address Mode:

Fixed IP — You can select this option and enter the IP
address directly. The default settings are:

e |P Address—192.168.0.20

e Subnet Mask — 255.255.255.0

e Default Gateway —0.0.0.0
Dynamic Address (DHCP) — If your network uses the
DHCP server, select this option. According to this
setting, the camera will be assigned an | P address from
the DHCP server automatically. Every time when the
camera starts up, please make sure that the DHCP
server is set to assign a static |P address to your
camera.
PPPoE — If your application requires a direct
connection from an ADSL modem through the
camera’ s RJ}45 LAN port, click this option and enter
the User ID and Password into the respective boxes.
(You should have an ISP PPPoE account.) The camera
will get an IP address from the | SP as starting up.

e DNS |IP Address. DNS (Doman Name System)
server is an Internet service that trandates domain
names into |P addresses. Enter at least one DNS IP
Addressin thisfield.

e Dynamic DNS:. The Dynamic DNS service allows you
to alias a dynamic IP address to a static hostname in
any of the domains, alowing your computer to be
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more easily accessed from various locations on the
| nternet.

e Second HTTP Port: The default port for
communication is via port 80, and you can change it
according to your network configuration. Select
Enable from the option and enter the desired port
number in the following box.

e UPnP: UPnP is the architecture for pervasive peer-to-
peer network connectivity of intelligent appliances,
wireless devices, and PCs of all form factors. Check
the Enable option to enable the function of your
camera.

User

Click the User item in the left column to add, edit and delete
users for your camera.

Used Aeceas Comiol

Atcass Contnol Enable Di=-abile
Sea | | Comiord |

[lefimie Usm s

& Uiz Liger Mama [ A ]
132pr Passaied
LsloadE-rail Video W5 (2 No

Ciglale L=ay - | ke

Llser List Bl er Takie s,

MamE UpiasdE-mail Videa

- User Access Control:
e Access Control: The administrator has the authority to
give permission for the privilege to control the device
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to users by selecting Enable or Disable. The default
setting is No.
- Define Users. Use this field to add or delete users for
your camera.

e Add User: Enter the user name in this box, and enter
the user's password assigned by the administrator.
The maximum password length is 8 (printable ASCII).
The administrator has the authority to give permission
for the privilege to control the Upload/E-mail Video
control to the users by selecting Yes or No to activate
the Upload/E-mail Video.

To add a new user’s name, enter the necessary
information first and click the Add button.

e Delete User: Select the user you want to delete from
the pull-down menu, and then click the Delete button.

e User List: Thislist displays the current users status of
your camera.

DateTime

Click the DateTime item in the left column to setup time and date
for your camera, providing correct information for the remote
users who might be thousands of miles away from the camera's
location.

[hafe B Tune Sellamg
Diale B Timie

Swnickennized wilh Time Saer

P Address
Froacol e HTP Time
Tarna s + 0 % Hpeg
=1 Bed Manuslly
Ulate | 20004-1-1 [Enammighs | 2004-08-0m)

Time - | 353:31 ([Examgss ; 06:12:35)

Smxva | | Cancel
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- Date & Time: You can set up time and date manually or
automatically by selecting the Synchronized with Time
Server option.

e Synchronized with Time Server: Select this option
and the time will be based on GMT setting. The time
will be synchronized every 10 minutes. When
selecting this option, you have to enter the required
information in the following fields:
| P Address — Enter the IP Address of the Time Server
in this box.

Protocol — Two options of NTP or Time are available
for your selection to link with the Time Server. The
default setting isNTP.

TimeZone — Select the time zone for the region from
the pull-down menu.

e Set Manually: Select this option to set the time
manually. The system administrator must enter the
date and time in the respective field manually.

Upload

Click the Upload item in the left column to setup configuration
for FTP server, time schedule and manual operation.
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FTP Searvee

HostAddress
Pt BlireEar 21 Ciedaull i 213
Usar Mamms
Pasoword
Dimectury Path
FagE e Mode TWes M
Tiiia Sl
Time Schsdile [ Enadtsle Lopdiccnd vidso bo FTP menset
B AP
() Sehstiule
] COwon Clrue Clwwead e CIen Clsat T gur
Tiire= : ; %5
w0200 [Exarrple . 03000
Pearind ]
Ean - 004 {Example | 223000
Wdeo Fregquerey: /&) 1 w  EramesBecond
{1 S andsiFrams
Hase Filg Nama
File _ ) pverariin
() Db Ti s S
T Bequence Nurmber Suffe Lo o 1024
Wl Opren alion
Wanual Cparation [[]Enabie upicad videc o FTP semver
Base File Hamg
FllE () eraile
C#) DrabadT v 51T
) Boguance Mumber Sufie o o 1024
| Bava | [ Cancel

- FTP Server: This field contains the following six basic
settings for your FTP server.

e Host Address. The IP Address of the target FTP
server.

e Port Number: The standard port number for the FTP
server is Port 21, and it's aso the default setting. If
the FTP server uses a specific port, please confirm the
I'T manager.

e User Name: Enter the user name in thisfield.

40



e Password: Enter the user password in this field to
login the FTP server.

e Directory Path: Enter an existing folder name in this
field, and the images will be uploaded to the given
folder.

e Passive Mode: This function depends on your FTP
server. Please check with your IT manager if the FTP
server uses passive mode. The default setting is No.

- Time Schedule: Select the “Enable upload video to FTP
server” option and enter the relevant information, such
as the schedule, video frequency and base file name.

e Schedule: You can 1) Choose Always to aways
upload the video to FTP server, or 2.) Set the Schedule
to manage the uploading task. In the Schedule option,
you can set the Day and Time Period option.

e Video Frequency: There are two waysto set the video
frequency: 1.) Set Auto/1/2/3 frames per second, or 2.)
Set the time in seconds for every frame.

e Base File Name: Enter the file name to make sure that
the images could be saved as the base file name.

e File: Since you may not upload only one image to the
FTP server, you can choose the filing rule, including
Overwrite, Date/Time Suffix, and set up the Sequence
Number.

- Manual Operation: When you click the Upload
Video button in view video screen, it will start to upload
the image. The setting refers to Base File Name and
File information above.
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E-malil

Click the E-mail item in the left column to setup configuration
for E-mail account, time schedule and manual operation settings.

E-muail Hcosan

EMTP Eenvar Addrecs
Bander & mial AddiEas

Receier e-mail Address

Lizer Mame
Fasewid
Thine Sehishile
Time Bchedula [] Enable e-rmail vickeo fo e-madl accoun
«} By
Schaduis
Day Ison TlTue Ciwed e Ofr Cleat Cleun
Time 3 . ¥ ¥
= Sta (000 {Exarmple . 0% 30:00)
Perind PR
Siop ;000 {Exarmpla * 723000
ridereal - | 300 Baronds
Waniel Opessalion
Waraial Dperaton [] Enable a:mail vicken fo e-mal accoun
irdenval 3000 Seconds

- E-mail Account: This field contains the following six
basic settings for your FTP server.

e SMTP Server Address. SMTP (Simple Mail Transfer
Protocol) is a protocol for sending e-mail messages
between servers you need to input the mail server
addressin thisfield.

e Sender e-mail Address. Enter the e-mail address of
the user who will send the e-mail.

e Recelver eemail Address. Enter the e-mail address of
the user who will receive the e-mail.

e User Name: Enter the user name in thisfield.
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e Password: Enter the user password in this field to
login receiver’s mail server.

Time Schedule: Select the “Enable-mail video to e-mail
account” option to set schedule to send e-mail. Please
refer to the instruction in “Upload” section. The
Interval option is to define time interval between two
Images sent.

Manual Operation: When you click the E-mail Video
button in view video screen, it will start to e-mail image.
The Interval option is to define time interval between
two images sent.



System Administration = Tools

The Tools window contains commands for restarting the camera.
Click Tools in the top menu bar and the Tools window will
appear as below:

EEETTTIN vest Emai Account

E-rmidl st E-frvail best will send an e-miail b &-rnil a¢count address
Lo yos weaert] B0 Beel o-mad & cowndy

- . g and Tesl |

fiaciny

E-mail Test

Click the E-mail Test item in the left column to test your e-mail
account.

Test E-mail Account

E-mail testwill send an e-mail to e-mail account address.
Do you swant to €t e-mail account?

- Test E-mail Account: Click the Test button to test the
e-mail account you provided.

Reset

Do you really want to reset this device? Click the YES button
from this option, and you can restart the camera just like turning
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the device off and on and saved settings are retained. If you do
not want to reset the camera, exit this window without clicking
YES.

Reset
Do you want to et this device®?

Factory Reset

Do you really want to factory reset this device? Click the YES
button from this option, and you can resume all factory default
settings for the camera. If you do not want to restore the factory
settings, exit this window without clicking YES. Please NOTE
that you have to configure the network settings again after a
Factory Reset.

Factory Reset

Do you want to tore this device to factony default setting?

“eg

Firmware Upqgrade

When new firmware is available, you can upgrade it through this
window. Click the Browse... button to point to the firmware
file, and then click Update to start upgrading.

Firmware Upgrade
Current Firmware Yersion and Date: 2.00a (2004-05-27)

|Se|ecta Firrmware Filgg

[ Upgrademcel ]
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Backup
Click the Backup item in the left column to backup the current
configuration.

Backup Device Configuration to File
Dovouwant to baclfthe configuration to file??

Restore Device Configuration from File

Selecta Configuration File ;

[ Festare ] [Cancel ]

- Backup Device Configuration to File: Do you really
want to backup the configuration to file? Click the
Backup button from this option, and you can save the
current configuration to file.

- Restore Device Configuration from Filee You can
resume the device configuration from saved file in the
computer. Click the Browse... button to point to the
file, and then click Restore to start restoring.
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System Administration = Help

The Help window provides the basic information of the camera.
Click Help in the top menu bar and the Help window will appear
as below:

e
Canfiguration Tooks Heip tome
SN—
[ Heip [T
Ao Wirsless Indemest Camera w3004
About

Displays the camera’ s model name and version.
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Once the configuration is completed, click Home to return to the
Welcome screen and select the desired View Video option either
through ActiveX Mode or Java Mode as described in the next
section.

Then, position the camerato the desired location appropriately for
your purpose. Followed by adjustment of the camera focus, done
manually by turning the lens clockwise or anti-clockwise to the
desire image quality. Please refer to Appendix F for detailed
instruction.
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View Video — ActiveX Mode

To view video images from the browser, click View Image —
ActiveX Mode from the Welcome screen to access the video
Images from Internet Explorer as illustrated below:

? Camera Name —
T Cssieral o oN | 10FF|oFR

Ll e

- L Ynie DM ‘:FF
2005-07-28 212925 ' [OFF]

2oom 1] 2] 18]

Camera Name: The Camera name will be displayed when the
Camera Name field is entered in the Web Configuration setting
under Configuration.

In the View Video — ActiveX Mode, you are allowed to use the
Upload Video and E-mail Video options. Simply click the
desired selection ON or OFF to utilize the options for each of the
functions.
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View Image — Java Mode

To view video images from the browser, click View Image —
Java M ode from the Welcome screen to access the video images
from Internet Explorer or Netscape browser as illustrated below:

? Camera Name —
s si6Fe wvideo | ON | [OFF|ioFF

Date and Time I — oN | oOFF
<0728 212738 > ¥id [OFF]
Zoom: 1] 2] 8] 4|

-

Camera Name: The Camera name will be displayed when the
Camera Name field is entered in the Web Configuration setting
under Configuration.

Date and Time: The date/time of the camera will be displayed
here.

In the View Video — Java Mode, you are allowed to use the
Upload Video and E-mail Video options. Simply click the
desired selection ON or OFF to utilize the options for each of the
functions.
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NOTE:

1. Please refer to the appendix on how to install ActiveX,
including 1.) install to the Web Server, and 2.) install to your
Local PC.

2. The administrator has the authority to set the upload video
function through the setting in the Upload option under
Configuration.

2. The administrator has the authority to set the e-mail video
function through the setting in the E-mail option under
Configuration.
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IPVIEW PRO

This chapter describes IPView Pro, which is a powerful software
application designed with a user-friendly interface for ease of
control and navigation requirements.

Installation

Step 1
Insert the CD-ROM into the CD-ROM drive to initiate the auto-
run program. The menu screen will appear as below:

User's Gu

| IPView Pro
Setup Wizard
Xplug Control
Browse CD
EXIT
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Step 2
Click the IPView Pro item to activate the InstallShield Wizard.
Click Next in the welcome screen.

:ulr.u-e bo Rhee IrustallS hisld ‘wWizard For [P
o

Thie IretalS heldF wWiosd vl ctall Pies Pio on pod
computer, To conbireas, chck Misd

Step 3
Read and accept the License Agreement; then, click Yes.

Lscense Agreement
Flosss read the idiosng boenss sgresment carshully

Prezs the FAGE DA kep bo 5o the rezt ol e agreement.

rid Ulsen Liceree Agreement j

MOTICE TENUSER: THES IS5 4 CONTRACT. B INSTALLING, DERHLOSDING OR
LISING THIS SOFTWARE. ¥OILI ACCEFT THE TERMS AMD CONDITIONS OF THIS

Irdeleciual Piopeity Rights:
Thtmunhm Th“hmnmwmmm
L& and bnbminabonal Tissly provisions. Tiademaks thall be used i scoarndancs vith
socepisd ademark peschice, noluding id=ntficaton of hademeark ol reme. =
Do pou scoepk all he lemms of the preceding Licenss Ageement? |F pou choose Hp. the
selup will close. To install [Pew Pro, pou must acoept this agesement.

e Biield

« Back ex Ho |
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Step 4
Choose the destination location. If no specific requirement, leave
the default setting and click Next.

Chooze Destination Locstion
Select lolder whee Setup vall nslal lss

Step 5
The InstallShield Wizard starts to install the software, and the
progress bar indicates the installation is proceeding.

Selup Slalus



Step 6

If you use Windows® 2000/XP, it will appear a Digital Signature
warning screen. Click Continue Anyway (Windows® XP) or Yes
(Windows® 2000).

Hardware Installation

aokrsmw haz nol
' |-| Tt st e e it vkl bod s ks (b ] srE B el el

Thest G0l 0l e abeinit B0 el doesd el DONESE: 3

Ilnm-la!lg'd-u. Theredas. B & no
o . Fliced Wi L il s el s ety et LS
wauir inglallation ol this snltwain ney mpar S, videa el g conbobr
m dosl tiw crunck opmiation ol o wpslnm
uh-rmﬁ#m mﬂmﬂmﬂ: W v wand Vo emach o B i cea clighally tigresd
mmmﬂmwmm hat hse Lradids m“b?w':::an
pacend Wirdoss Logo lsshng wadahla.
1DNin i il I aklAnT
[ rm.quh| STOF Irstalision | Vae He | Mook
Windows® XP Windows® 2000

Step 7
Click Finish to complete the installation.

InztallShield Wizard Compleis

St bt Tk instaling [P Pro on oo comgeds
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Getting Started

This section describes the User Interface of IPView Pro, with
detailed procedures for using the application.

To launch IPView Pro, click Start > Programs > |PView Pro >
|PView Pro. The main screen will appear as below:

NOTE: IPView Pro requires the system’'s resolution setting up to
1024x768. Please configure the resolution to 1024x768 or higher;
otherwise, it may shows incomplete screen when launching the

program.
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ltem Feature

NO. ltem Description
@ | Date/Time Show current date/time.
@ | Status Mode | Show the camera’ s status in this window.

Window | click the Change Status M ode button ( ﬂ ) on
the right lower corner of the window to change the
display mode:

Camera list mode Camera information mode
® | View Show the camera s view in this window.
Window
@ | View Mode | Select the view mode from these buttons.
Buttons

Show one camerain View Window.

Show four camerasin View Window.

Show six camerasin View Window with
the first one asthe major view.

Show eight camerasin View Window with
the first one as the major view.

Show nine camerasin View Window.

Show ten camerasin View Window with
the first two as the mgor views.

Show thirteen camerasin View Window
with the first one as the mgjor view.

il o i o o s

Show sixteen camerasin View Window.
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Show the selected camerain full screen
view.

Enable displaying the video views in

circles.
® | Key Lock Click to lock/unlock the camera. When locked,
Button | the user cannot operate any camera
® | Power Button | Click to exit or minimize IPView Pro.
@ | Record Record video clip of the selected camera and save
Button | itinthe computer. The storage position can be
configured in System Configuration. When you
click the button, you can select Manual Record,
Schedule Record, or M otion Record.
® | Play Button | Play the recorded video file in the computer.
© | System Click to enter the System Configuration.
Configure
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Using IPView Pro

Adding a Camera

To add a camer a:

1. Click the System Configure button to enter the System

Configuration.

Fiuw P Covmse Lk
- e Cmfipetion [ Ho | Mawa [F Addwss | & Al [
Web Conliguaiion | Mo | Hawe - puklms
Wohion Coipotion1
Whotice Confipestion-2
Texdks
Klailing C onfipastion
Peoucy Farrea
- Frropdmg Copdgumnom
2 haedite-Facaniag Conlp Dlalwle Clarrmam
Elem
Log Last A Cprvean
o
| Y RETT | MAC Addmas 1
hdd Correse | Change [P Besch
Samch Camers | byt P | \
Cams |

If you are not sure of the camera' s |P address, you can click
Search to search the available camera(s) within the network.
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2. Select the camera you want by highlighting it, and then click
Add Camera.

Fiew P Crernmse Lt
= Carrrmos  enifigiesshon I-*:l. '|-"'-' . i—IP- s Tﬁ_w ........ _

Weh Conigumtion e
bbb vl [TB1 casm 192166020 00 FF 73 50 3L °F

Wi o s I
Misiling ::I'M The camera is added.
Focecy Barvea
= Ewcoling Condpumm
2t hadide-Facaning Conlpn Deleils Carmm
g Click the Add
Liog List

awar  Camera button.

L !1-.;-. !"']IE"" !
| [ V482 168020 0 FF 7 5031 CF |

The camera found
within the network.

Al Currase hange [P | Seach |

Samch Camera | gt TP | AN

= |

3. Click Save, and then click the System Configur e button to
return to View Window. The selected camera s video will be
displayed now.
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Alternately, you can add a camera by entering the its IP address
directly:

4. Select the Input IP tab.

Fiww P O Last
= ':lnlni;..ipa\:; i - |'E|.'n't i |'F'. | ey =
ks | Hae. LIF dibpss MAC AV
el | | [l CAB-3H 1920660020 OO FF 7 5021 OF
Wi (onf s , |
Texdi | .
Mailing ConBipmdion - The camera is added.
Facucy Farmea |
= Fwcoedmng Confgnmfon
S badids-Facontmy Confy Deleils Carmm
*‘“{L Click the Add
el B
[Faddmm |'|'-1:~'1|='.'=:i.'i'1':|'
['xc® F:"i-_
Enter the camera’s
IP address and Port.
add Carrmas
Rk c@
Cams |

5. Enter the camera’s IP address (default: 192.168.0.20) and
Port (default: 80), and then click Add Camera.

6. Click Save, and then click the System Configur e button to
return to View Window. The selected camera s video will be
displayed now.
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Removing a Camera

To remove the camera from the list:

1. Select the camerayou want to remove.
2. Click Delete Camera.

Viewing a Camera

From the View Modes of the panel, you can select one-camera
mode or other modes to display your video. [PView Pro
allows a maximum of 16 cameras for viewing.

For example, if you use only one camera, select one-camera

mode ( ), and the View Window will display the view as
figure 1.

If there are four cameras, select four-camera mode (E ),
and the View Window will display the view as figure 2.

Figure 1. Figure 2.
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Recording Video

|PView Pro allows you to record the video clip and save it in your
computer through the following methods. Manual Record,
Schedule Record, and M otion Record.

When you click the Record button and select Manual Record, it
will start recording. Click the button again to stop. If you select
Schedule Record or Motion Record, the system will record the
video clip according to the settings in System Configuration.

Playing Recorded Video

The recorded video clips are saved in your computer, and can be
played using Windows Media Player. To start playback, simply
click the Play button on the panel, and the following dialog screen
will appear, allowing you to select the file to playback.

i) Select Cne AV Fik |
= «: FAXT] -
TR | :
i Tiognen Pdes | Select one file
I:Tnfm_-:a-m to playback.

|
The folder that stores

the recorded file.

l‘"l."\.'gju.nl'"lr.ll_l"-';uhﬁ |

Select the recorded file in the computer, and then click OK.
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Configuring the System

Clicking the System Configure button on the panel allows you to
configure the system settings, and the System Configuration
Screen will appear in the View Window as shown below. Once
configured, click Save to save the settings, and then click the
System Configure button again to exit configuration.

IF¥isw oo Cavrres Last

= {Camers Confizwation; Ho. | Hare IF Addsess BAT Addvess

—....... Becopding Confizuration
Bohedule-Fecoding Config Delete Camexa

Crthexs

Log List 234 Camesa
Lot

Harre | [P sddeess | MAC Addeess

Aad Carnera | Change [P | Seanh |

Search Camera | Input IF

System Configuration Screen



Camera Configuration

In this field, you can add/delete the camera (as described in the
previous section). Also, you can configure the following settings:

Web Configuration

In the left column, selecting the Web Configuration item will
launch the Web Configuration Utility in View Window.

+« \iew Video - ActiveX Mode
« \iew Video - Java Mode
« System Administration

=] 1 1 B
[CamDl  CE-502CF | Relesd | Back |

You can configure these settings according to the description in
Chapter 5, Using the Camera. Click Back to exit the Web
Configuration Utility.
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Motion Configuration-1

The Motion Configuration-1 item provides the commands for
motion detection control. Before configuring, you should select
one camera from the pull-down menu.

Select one camera.

[F¥iew Fin |Eam i EAR- 3 -l
oo armera, Configuration :
Web Confizuration TR
Motion Configustion-1 | Full pictuse | | Na. | Clomudinates | P
Motion Confipuation-2 el
Toals
Mailing Confizuration Delete Fegion
Fucery Sevrer
—oooo... Beccoding Comfigueation
Hehedule-Fecoding Condiz %1:-91 Al
Othegs ELIL
Log Lict
Aot
— Bensitivity Level
o o
Hare
=] 111} | =]

- Detect Region: When you select the Full picture option, the
camerawill monitor the whole area.

- Senditivity Level: Move the dide bar to adjust the
sensitivity level for detecting motion to record video.
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Motion Configuration-2

The Motion Configuration-2 item allows you to configure to the
alarm and e-mail setting.

F¥iew Fio |CamOl  CAS-330 =l
—]o Darnera, Configuration Moticn Ot
Web Configurstion

- Invoke Alarm: Select this option to enable alarm when
some motion detected by the system.
- Send e-mail: When this option is checked, click the Mailing

Configuration in the left column to enter the required
information (see the following section).
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Tools

The Tools item alows you to configure to the alarm and e-mail
setting.

F¥iew Fio CamOl  CAS-330 =l
—]o Darnera, Configuration
Web Configurstion
Motion Configustion-1

P Rese |

—|....... Recooding Configuration Factory Feset |

Long List Update Firrmwaze

Tpdate Bucowse

- Reset: Restore the original setting of your camera. Do you
really want to reset this device? Click Yes in the pop-up
dialog box to confirm.

- Factory Reset: Restore the factory default settings of the
canera. Do you really want to factory reset this device?
Click Yes in the pop-up dialog box to confirm.

- Update Firmware: When new firmware is available, you
can upgrade it using this option. Click Browse to find the
firmware file, and then click Update.
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Mailing Configuration

When Motion Detection function is enabled and the Send e-mail
option is checked, you should enter the required information in
the respective fields.

TFWiew Pio
| Canera Configuration
Web Configurstion hilaal Bemer:

Motion Configustion-1
Motiom Configustion-2 |

Toels _
_. ....... i i ._ Wiadl P

Behedule-Fecouding Config Bzl Tox

Bubject:

Usex Maorne:

Pazzwoud:

Intexvral Tirne:

|-I Becond

- Mail Server: Enter the mail server address that is used to
send your e-mail.

- Malil From/To: Enter the sender’ s/receiver’s e-mail address.
- Subject: Enter thetitle of the e-mail.

- User Name/Password: Enter the user name/password to
login the mail server.
- Interval Time: Enter a number in this box to setup the time
(in second) to send E-mail regularly.
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Proxy Server

Check the Proxy Server option and enter the required settings in
the Address and Port boxes to enable and use the Proxy Server

function.

TFViaw Fuo [ Py Benrex
| Canera Configuration
Web Configurstion
Moticn Configusstion-1 Addvess: Pout:
Motion Configuration-2
Tocls | !
Maaling Configweation v
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Recording Configuration
In this field, you can configure the storage settings.

TFView Fin Lo Bt e
=) Camera Configwation. Resewved HDD Space For MS-Windows OF
Web Configurstion
Wotion Configwation-1 (500 ME: i
Meotion Configuestion-2
Taals
Mailing Cenfizurstion FEach RBecouding File Size
Pucegr Sevrer
—|...iEecopding Confizuadon: | AT j
Behedule-Fecoming Confiz
Cthers Storage List
Log List
bt Ho. | Path
1 C:\Puogearn File S\ TP View Puo
Mlodify Delets &34
[ Eecycle
Fezerred HOD space for each camess 0 WE .
Have

Reserved HDD Space For MS-Windows OS — You can
reserve 500 MB to 1000 MB hard disk space for the
program.

Each Recording File Size — If the recorded video files
reach the file size limit, video images will be recorded
into another file automatically. The available settings are
from 10 MB to 50 M B.
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e Storage List — The destination folder to save the
recorded video file can be specified here. Click Modify to
change the current path setting; click Add to add a new
destination folder; click Delete to remove a selected path
setting. Please note that you are not alowed to delete a
path setting if thereis only one setting in thelist.

Recycle: You can check this option to clear the files when
the unreserved space of your hard disk isfilled. The available
settings are from 200 M B to 50000 M B.
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Schedule-Recording Configuration

This recording function will work after you have enabled

respective settings in the Schedule mode. The recording schedule

can be defined by Date M ode or Week Mode.

- Date Mode: First, select the camera desired from the pull-
down menu. Then, setup the time in the Start/Stop fields.

Click Add to add the recording schedule to the list. Click
Save to save the settings.

Fisw Fm lCam i CAL.IN)
— - Carram Cofipeston
Wb Cosfumiom
Ml o g b -1 M. el ! Eh_:_! Chatm | E‘_h.ll 'l'.lnl ] =hep Dl.b L 'I'.an I
Mohee Cexfiposhon -2
Tools
Wuiling oanfipeation
Pasgey Cadvma
- Facodomy Corfgumfion
s o 2
Lz Ligit 1o =
Ak
Diels i
Add Tz hedule
o T
061417 | | 12:20 M |
Sy
[amsr 107 o [1212.4m |
[uate bode | Week Mods |
Aid
Fame |
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Week Mode: First, select the camera desired from the pull-
down menu. Then, setup the time in the Start/Stop fields,
and select the weekday from the buttons. Click Add to add
the recording schedule to the list. Click Save to save the
settings.
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Whobioe o b s bicg - 2
Tomda
Wlniling Confipstion
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e Weekday buttons. |
A el —_
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Others

When multiple cameras connected, this option allows the system
to display these views as the main view in circles according to
your time settings. Therange of Time interval of scan isfrom 1
to 20 seconds.

FVisw Pio Timne interneal of scan

| Canera Configuration
Web Clonfiguation 1 | e
Mlotion Configuration-1
Mlotion Configuestion -2
Toals
Mailing Configueation
Picooy Senvex
2. Recowding Configustion
Bchedule-Fecouding Confin
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Log List

This filed displays the user(s) information, which include the
Date, MAC address, and the brief description of events.

TFiew Fio [Cam 01 CAS-330 B
—]o Darnera, Configuration
WIS Rn e Deate | I Addess | Event
e AT L0 121754 L2 leenm P, sea i e el
Motion Configwsation-2 AT FAF 121734 192 168.0.20 Comnection succeeds
Tocls ABANT EF 12:17:34 192 165020 Trrage tesclution hes been changed.
Madling Configuestion
Fucegr Sexrer
3. Recowding Configustion
Zchedule Fecouding Confizy
Chhers
A
L] a
L] a
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About

Thisfiled provides information of the software application.

IFWiew Foo
] Carres, Configuration
Web Configurstion
Motion Confizuration -1
Motion Configuation-2
Taals
Maaling Configueation
Pucegr Sevrer
—....... Becopding Confizuration
Bohedule-Fecopding Confiz

E-:J IFWView P
vex 1.02.00

Thiz application iz designed o wmotely mansge the Cameis Senrer.

Weming: This covnputer progesom s pootected by coprraght law and intemational
tieaties, Unauthordzed wepeoduction ox distabution of this peogesin, o sny pocton of 1t
o the use with a registration key without the explicit permission may esult in severe
cirranal and civil penalties, and will be prosscuted to the mesdnmm extent possible
under law.
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7

APPENDIX

A Frequently Asked Questions

| nter net Camera Features

Q: What is an Internet Camera?

A: The Wireless Internet Camera is a standalone system
connecting directly to an Ethernet or Fast Ethernet network and
supported by the wireless transmission based on the IEEE
802.11g standard. It is different from the conventional PC
Camera, the Wireless Internet Camera is an all-in-one system
with built-in CPU and web-based solutions providing a low cost
solution that can transmit high quality video images for
monitoring. The Wireless Internet Camera can be managed
remotely, accessed and controlled from any PC/Notebook over
the Intranet or Internet via aweb browser.

Q: What is the maximum number of users that can be allowed to
access the Wireless Internet Camera simultaneously?

A: Maximum number of users that can log onto the Wireless
Internet Camera at the same time is 64. Please keep in mind the
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overall performance of the transmission speed will slow down
when many users are logged on.

Q: What algorithm is used to compress the digital image?

A: The Wireless Internet Camera utilizes the JPEG image
compression technology providing high quality images for users.
JPEG is adopted since it is a standard for image compression and
can be applied to various web browser and application software
without the need to install extra software.

Q: Can | change the wireless antenna attached to the Wireless
Internet Camera?

A: The wireless antenna can be changed for a variety of reasons
such as extending the wireless transmission range, however,
please consult authorized distributors before attempting as the
connectors must be SMA connector type.

Q: What is the wireless transmission range for the Wireless
|nternet Camera?

A: Generally the wireless distance can go up to 100 meters
indoors and up to 300 meters outdoors. The rangeis limited
by the number of walls, ceilings, or other objects that the
wireless signals must pass through. Typical ranges vary
depends on the types of materials and background Radio
Frequency (RF) noise in your home or business and the
configuration setting of your network environment.

| nternet Camera lnstallation

Q: Can the Internet Camera be used out-doors?
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A: The Wireless Internet Camerais not weatherproof. It needsto
be equipped with a weatherproof case to be used outdoors and it
IS not recommended.

Q: What network cabling is required for the Wireless Internet
Camera?

A: The Wireless Internet Camera uses Category 5 UTP cable
allowing 10 Base-T and 100 Base-T networking.

Q: Can the Wireless Internet Camera be setup as a PC-cam on the
computer?

A: No, the Wireless Internet Camerais an Internet Camera used
only on Ethernet and Fast Ethernet network and supported by
wireless transmission.

Q: Can the Wirdless Internet Camera be connected on the
network if it consists of only private | P addresses?

A: The Wireless Internet Camera can be connected to LAN with
private | P addresses.

Q: Can the Wireless Internet Camera be installed and work if a
firewall exists on the network?

A: If afirewall exists on the network, port 80 is open for ordinary
data communication. However, since the Wireless Internet
Camera transmits image data, the default port 8481 is aso
required. Therefore, it is necessary to open port 8481 of the
network for remote users to access the Wireless Internet Camera.
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B PING Your IP Address

The PING (Packet Internet Groper) command can determine
whether a specific IP address is accessible by sending a packet to
the specific address and waiting for areply. It can also provide a
very useful tool to confirm if the IP address conflicts with the
Wireless Internet Camera over the network.

Follow the step-by-step procedure below to utilize the PING
command. However, you must disconnect the Wireless Internet
Camera from the network first.

Start a DOS window.
Type ping X.X.X.X, where x.x.x.X is the |P address of the Wireless
|nternet Camera.

The succeeding replies as illustrated below will provide useful

explanation to the cause of the problem with the Wireless Internet
Camera |P address.
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C Trouble Shooting

Q: | cannot access the Wireless Internet Camera from a web
browser.

Al: The possible cause might be the IP Address for the Wireless
Internet Camera is already being used by another device. To
correct the possible problem, you need to first disconnect the
Wireless Internet Camera from the network. Then run the PING
utility (follow the instructions in Appendix B - PING Your IP
Address).

A2. Another possible reason is the IP Address is located on a
different subnet. To fix the problem, run the PING utility (follow
the instructions in Appendix B - PING Your IP Address). If the
utility returns “no response’ or similar, the finding is probably
correct, then you should proceed as follows:

In Windows 95/98/2000 and Windows NT, double check the IP
Address of the Wirdess Internet Camera is within the same
subnet as your workstation.

Click “Start”, “Setting”, “Control Panel”, and the “Network” icon.
Select TCP/IP from the “Network” dialog box and from the
“TCP/IP Properties’ dialog box click “Specify an |P address’.

If the Wireless Internet Camera is situated on a different subnet
than your workstation, you will not be able to set the IP address
from this workstation. To verify make sure the first 3 sections of
the IP address of the Wireless Internet Camera corresponds to the
first 3 sections of the workstation. Therefore the IP address of the
Wireless Internet Camera must be set from a workstation on the
same subnet.
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A3: Other possible problems might be due to the network cable.
Try replacing your network cable. Test the network interface of
the product by connecting alocal computer to the unit, utilizing a
standard Crossover (hub to hub) Cable. If the problem is not
solved the Wireless Internet Camera might be faulty.

Q: Why does the Power LED not light up constantly?

A: The power supply used might be at fault. Confirm that you
are using the provided power supply DC 5V for the Wireless
Internet Camera and verify that the power supply is well
connected.

Q: Why doesthe Link LED not light up properly?

Al. There might be a problem with the network cable. To
confirm that the cables are working, PING the address of a know
device on the network. [f the cabling is OK and your network is
reachable, you should receive a reply similar to the following
(...bytes=32 time =2 ms).

A2: The network device utilized by the Wireless Internet Camera
is not functioning properly such as hubs or switches. Confirm the
power for the devices are well connected and functioning.

A3. The wireless connection might be at fault. In ad-hoc mode
make sure the Wireless Internet Camera wireless channel and
SSID is set to match the PC/Notebook wireless channel and SSID
for direct communication.

Under infrastructure mode make sure the SSID on the

PC/Notebook and the Wirgless Internet Camera must match with
the access point’s SSID.
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Q: Why does the Wireless Internet Camera work locally but not
externally?

Al: Might be caused from the firewall protection. Need to check
the Internet firewall with your system administrator.

A2: The default router setting might be a possible reason. Need
to double check if the configuration of the default router settings
IS required.

Q: Why does a series of broad vertical white line appears through
out the image?

A: A likely issue is that the CMOS sensor becomes overloaded
when the light source is too bright such as direct exposure to
sunlight or halogen light. You need to reposition the Wireless
Internet Camera into a more shaded area immediately as this will
damage the CM OS sensor.

Q: There is bad focus on the Wireless Internet Camera, what
should be done?

A1l: The focus might not be correctly adjusted for the line of sight.
You need to adjust the Wireless Internet Camera focus manually
as described in Adjust Internet Camera Focus.

A2: Thereis no adaptor fitted with your C-type lens. If you have
previously changed the supplied CS-type lens, you may have
unintentionally installed a C-type lens without fitting the adaptor
first.

Q: Noisy images occur how can | solve the problem?

Al: The video images might be noisy if the Wireless Internet
Camera is used is a very low light environment. To solve this
issue you need more lighting.
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A2. There might be wireless transmission interference make sure
there are no other wireless devices on the network that will affect
the wireless transmission.

Q: Thereis poor image quality, how can | improve the image?
Al. A probable cause might be the incorrect display properties
configuration for your desktop. You need to open the Display
Properties on your desktop and configure your display to show at
least 65’ 000 colors for example at |east 16-hit.

NOTE: Applying only 16 or 256 colors on your computer will
produce dithering artifacts in the image.

A2. The configuration on the Wireless Internet Camera image
display is incorrect. Through the Web Configuration Image
section you need to adjust the image related parameter for
improve images such as brightness, contrast, hue and light
frequency. Please refer to the Web Configuration section for
detail information.

Q: There are no images available through the web browser?

A: The ActiveX might be disabled. If you are viewing the images
from Internet Explorer make sure ActiveX has been enabled in
the Internet Options menu. Alternatively, you can use the Java
Applet for viewing the required images.

85



D Time Zone Table

([T -1 00] Eniwetolk, Ewajalemn
(GMT-171:00] Midway lzland, Samoa
[GMT-10:00] Hawai

[GMT-09:00) Alazka

[(GMT-08:00] Pacific Time (15 & Canada); Tijuana
(GMT-07:00] Anizona

(GMT-0F:00] Mountain Time (LIS & Canadal)
(GMT-06:00] Central Time [LIS & Canadal
(G T-06:00] Mesico Ciky, Tegucigalpa

(G T-06:00] 5 askatchewan

(G T-0R:00] Bogota, Lima, Cuito

(G T-05:00] Eastern Time [I1S % Canadal
(GMT-05:00] [ndiana [E azt]

(GMT-04:00] Atantic: Time [Canadal
(GMT-04:00] Caracaz, La Paz

(G T-04;00] 5 antiago

[k T-03:30] Mewfoundland

(GMT-03:00] Eraszilia

(G T-03:00] Buenos Aires, Geargetown

[GMT-02:00] Mid-Atlantic

(GMT-01:00] Azores, Cape Verde |=

[GMT] Cazablanca, Monrowvia

(GMT] Greenwich Mean Time : Dublin, Edinburgh, Lizbon, London
(R T +01:00) &mzterdam, Berlin, Bern, Bome, Stockholm, Yienna
(G T+01:00] Eelgrade, Bratizlava, Budapest, Ljubliana, Prague
[GR T+07:00] Bruzsels, Copenhagen, Madnd, Pars, Vilnius
[(GRT+071:00] Saraevo, Skope, Saofija, Warsaw, Zaareb
(GM T +02:00] Athens, |stanbul, Minzk

(G T+02:00] Bucharest

(GMT+02:00] Caira
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(G T+02:00] Harare, Pretoria

(G T+02:00] Helznki, Riga, Tallinn

(G T+02:00] Jeruzalem

[GRT +03:00] Baghdad, Fuwart, Ripadh
(GM T +03:00] Mozcow, St Petersburg, Wolgograd
[GMT+02:00] M airobi

(GMT+03:30] Tehran

(GMT+04:00] Abu Dhabi, Muscat

(G T+04:00] Baku, Thilis

[GMT+04:30] Kabul

(G T+05:00] Ekatennburg

[GRT +05:00] Izlamabad, Farachi, T ashkent

(G T+05:30] Bambay, Calcutta, Madraz, Mew Delkh
(GMT+06:00] Aztana, Almaty, Dhaka
(GM T +06:00] Calombio

[GMT+07:00] Bangkok, Hanoi, Jakarta

[k T+083:00] Begng, Chongging, Hong Kong, g
[GMT+02:00] Perth

[GR T+08:00] Singapore

[GMT+08:00] T aipei

(GMT+03:00] Ozaka, 5apporo, Tokpo
(GMT+03:00] Seoul

(Gk T+03:00] " akutzk

[GMT+03:30] Adelaide

(kA T+09:20] Danwir

[GMT+10:00] Bnizbane

(G T+10:00) Canberra, Melbourne, Spdney
(GRT+10:00] Guarn, Fort Marezby
(GMT+10:00) Hobart

(GMT+10:001 ladivostok

[GMT+08:00] Singapore

[GMT+08:00] T aipei

[GMT+03:00] Ozaka, Sapporo, Tokpo

(G T+093:00] Seoul

(G T+03:00] " akutzk

[GMT+03:30] Adelaide

(G T+03:30] Dranwin

(GMT+10:00] Brizbane

(G T+10:00] Canberra, Melbourne, Spdney
(G T+10:00] Guam, Port Moreshy
Gk T+10:00] Hobart

G T+10:00) Vladivostak

[0 T+11:00] Magadarn, 5olomon |2,
[GMT+12:00] Auckland, Wwelington
(GMT+12:00] Fip, K.amchatka; tarshall |2

Mew Caledorna
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E Xplug Control Installation

| nstallation To Web Server

| mportant Infor mation
It is highly recommended to install the Xplug Control
application to the Web Server for IE 5.0. It must be
installed to a Public Domain with Fixed | P address.

1. Installation:
Copy the “xplug.ocx” fileto any WEB Server table.

2. Setting (Configuration):
From the Web Configuration menu select “System” and
under the “Loading ActiveX From” input web server
location
(http://www.web server location.com/).

Once the settings are completed, the user now is able to access the
Internet Camera from the web browser by selecting the image
view — ActiveX mode.
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| nstallation To Local PC

Insert the CD-ROM into the CD-ROM drive to initiate the auto-
run program. Once completed, a menu screen will appear as
below:

User's Guide
IPView Pro
Setup Wizard
Xplug Control
Browse CD
EXIT

To install Xplug Contral, click the “Xplug Control" button to
activate the installation procedure for the plug-in program.
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Once executed, a prompt will appear requesting the input of the

desired language selection. Make the desired selection and click
“OK™” to continue.

Chooze Setup Language |
Select the lariguage for this installation fram
o 1 the choices below,

aK Cancel

The Welcome screen will appear. Click the “Next” button to
proceed with the installation.

|mice Ll Fiwhel Wiz s d

E Walcome o The InztallShiald Wizasd o $plug
Comntiol

The Instals helc® Wized will mstal Fphag Control om wour
congader, To conlivis, ofick Masd
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The License Agreement prompt will appear as below. Read the
details carefully and click the “Yes’ button to continue with the
installation procedure.

License Ageement
Plagse iead tha lollovang hearms soresemant canshully,

Frace the PAGE DIOWH key 1o ses e ret of lha sgeement

Systems Inc, 3
Laceres St esmeril
OTICE TO USER: THIS IS A COMTRACT. BY INSTALLIMG . OWHLOADEG OR

3G THIS SOFTWARE, YOU ACCERT THE TERMS AND COMDITIONS OF THIS
HSE AGREEMENT.

red et

Tﬁmmﬁdhm:{imdmi } peoduct of Celvsion
atere, o, The soffvaare is abeo probeched by Ulmled Skatec: Coppght Las and :J

Do pout accepd al e berms of the pecedng License Apeement? | pou choose Mo, He
setup will close. T inslal =phag Conbol, pou mus! acosgt tis sgreement.

ok [ we | Ho |

Click the “Finish” button to complete Setup of the Xplug Control
Utility program for the Wireless Internet Camera.

Install5hield Wizard

Inztall5 hield Wizard Complete

Setup has finizhed inztaling #plug Confral on paur complker.

[armee]
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F Adjust Internet Camera Focus

To adjust the focus of the lens, you need to turn the lens slowly in
either clockwise or anti-clockwise direction until the desired
image appears. DO NOT over turn the lens in either of the
directions, asit will be out of focus.

NOTE: You can further adjust the Wireless Internet Camera's
image quality through System Administration — Image of Web
Configuration. Please refer to Web Configuration section for

further detalls.

Warning

Direct exposure to sunlight may cause permanent damage to the
CMOS sensor. Therefore do not expose the Internet Camera’ s lens
directly to sunlight. When operation is required in glaring light
environment, it is recommended to use an irislens.

The Internet Camera is designed for indoor usage and if your
application requires prolong exposure to sunlight, a sun visor is
recommended to protect the Internet Camera.
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G Specification

Video specification

Resol ution:
Sensor:

Lens.

Gain control:
Exposure:
White Balance:

| mage (Video SettinQ)

| mage compression:
Frame rate:

Compression Rate selection:
Frame rate setting:

Video resolution:

Digital Zoom:

Horizontal/ Vertical mirror:

Har dwar e | nterface
LAN Connector:

Wireless LAN:

Communication protocol:

93

640 x 480 pixel
Color CMOS sensor
f: 6.0mm, F: 1.8
Automatic
Automatic
Automatic

JPEG

30fps @ QCIF, 25fps @ CIF,
10fps @ VGA

5 levels. Very low/Low/
Middle/High/Very high

1,5, 7,15, 20, Auto (depends
on the video format)
160x120, 320x240, 640x480
Supported

Supported

One RJ}-45 port, 10/100M
auto-sensed, Auto-MDIX
Built-in 802.11g wireless
LAN

HTTP, FTP, TCP/IP, UDP,
ARP, ICMP, BOOTP, DHCP,
PPPoE, SMTP, DDNS, UPnP



CPU:

RAM:

Flash ROM:

OS:

Power Supply:
Power consumption:
LED Indicator:

Softwar e
Browser:

Application Software:
OS supported:

Oper ating environment

Operating temperature:
Storage temperature:
Humidity:

EMI

FCC, CE, VCCI ClassB

RDC R2880

8MB

2MB

RTOS

DC 5V, switching type
5 Watt (1000mA x 5V)
Power LED (Blue)
Activity LED (Orange)

Internet Explorer 5.0 or above;
Netscape 6.0 or above

IPView Pro

Microsoft Windows 98SE/ME/
2000/XP, Windows NT4.0

5°C ~ 40°C
-25°C ~ 50°C
5% ~ 95%, non-condensing
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H Glossary of Terms

NUMBERS

10BASE-T

100BASE-TX

802.11g

A

Access point

Applet

ASCI|

10BASE-T is Ethernet over UTP Category III,1V, or V
unshielded twisted-pair media.

The two-pair twisted-media implementation of
100BASE-T iscalled 100BASE-TX.

An |EEE standard for wireless local area networks. It
offers transmissions speeds at up to 54 Mbpsin the 2.4-
GHz band.

It is the hardware interface between a wireless LAN
and a wired LAN. The access point attaches to the
wired LAN through an Ethernet connection.

Applets are small Java programs that can be embedded
in an HTML page. The rule a the moment is that an
applet can only make an Internet connection to the
computer form that the applet was sent.

American Standard Code For Information Interchange,
it is the standard method for encoding characters as 8-
bit sequences of binary numbers, allowing a maximum
of 256 characters.
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ARP

AVI

BOOTP

C

Communication

Connection

DHCP

Address Resolution Protocol. ARP is a protocol that
resides at the TCF/IP Internet layer that delivers data
on the same network by translating an |P address to a
physical address.

Audio Video Interleave, it isaWindows platform audio
and video file type, a common format for small movies
and videos.

Bootstrap Protocol is an Internet protocol that can
automatically configure a network device in a diskless
workstation to give its own | P address.

Communication has four components: sender, receiver,
message, and medium. In networks, devices and
application tasks and processes communicate messages
to each other over media. They represent the sender and
receivers. The data they send is the message. The
cabling or transmission method they use is the medium.

In networking, two devices establish a connection to
communicate with each other.

Dynamic Host Configuration Protocol was developed
by Microsoft a protocol for assigning dynamic IP
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DNS

E

Enterprise
networ k

addresses to devices on a network. With dynamic
addressing, a device can have a different |P address
every time it connects to the network. In some systems,
the device's IP address can even change while it is still
connected. DHCP also supports a mix of static and
dynamic IP addresses. This simplifies the task for
network administrators because the software keeps
track of IP addresses rather than requiring an
administrator to manage the task. This means a new
computer can be added to a network without the hassle
of manually assigning it a unique |P address. DHCP
allows the specification for the service provided by a
router, gateway, or other network device that
automatically assigns an |P address to any device that
requests one

Domain Name System is an Internet service that
trandates domain names into IP addresses. Since
domain names are aphabetic, they're easer to
remember. The Internet however, is really based on IP
addresses every time you use a domain name the DNS
will trandate the name into the corresponding IP
address. For example, the doman name
www.network camera.com  might trandate to
192.167.222.8.

An enterprise network consists of collections of
networks connected to each other over a geographically
dispersed area. The enterprise network serves the needs
of a widely distributed company and operates the
company’s mission-critical applications.
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Ethernet

F

Fast Ethernet

Firewall

Gateway

Group

The most popular LAN communication technology.
There are a variety of types of Ethernet, including 10
Mbyps (traditional Ethernet), 100 Mbps (Fast Ethernet),
and 1,000 Mbps (Gigabit Ethernet). Most Ethernet
networks use Category 5 cabling to carry information,
in the form of electrica signals, between devices.
Ethernet is an implementation of CSMA/CD that
operatesin a bus or star topology.

Fast Ethernet, also called 100BASE-T, operates at 10
or 100Mbps per second over UTP, STP, or fiber-optic
media

Firewall is considered the first line of defense in
protecting private information. For better security, data
can be encrypted. A system designed to prevent
unauthorized access to or from a private network.
Firewalls are frequently used to prevent unauthorized
Internet users from accessing private networks
connected to the Internet, especialy Intranets all
messages entering or leaving the intranet pass through
the firewall, which examines each message and blocks
those that do not meet the specified security criteria

A gateway links computers that use different data
formats together.

Groups consist of several user machines that have
similar characteristics such as being in the same
department.

o8



HEX

|EEE

| ntranet

| nter net

| nter net
address

Short for hexadecimal refers to the base-16 number
system, which consists of 16 unique symbols. the
numbers 0 to 9 and the letters A to F. For example, the
decimal number 15 is represented as F in the
hexadecimal numbering system. The hexadecimal
system is useful because it can represent every byte (8
bits) as two consecutive hexadecimal digits. It is easier
for humans to read hexadecimal numbers than binary
numbers.

Institute of Electrical and Electronic Engineers.

This is a private network, inside an organization or
company, that uses the same software you will find on
the public Internet. The only difference is that an
Intranet is used for internal usage only.

The Internet is a globally linked system of computers
that are logically connected based on the Internet
Protocol (IP). The Internet provides different ways to
access private and public information worldwide.

To participate in Internet communications and on
Internet Protocol-based networks, a node must have an
Internet address that identifies it to the other nodes. All
| nternet addresses are | P addresses

Internet Protocol is the standard that describes the
layout of the basic unit of information on the Internet
(the packet) and also details the numerical addressing
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| P address

| SP

JAVA

format used to route the information. Your Internet
service provider controls the |P address of any device it
connects to the Internet. The IP addresses in your
network must conform to IP addressing rules. In
smaler LANs, most people will allow the DHCP
function of a router or gateway to assign the IP
addresses on internal networks.

|P address is a 32-binary digit number that identifies
each sender or receiver of information that is sent in
packets across the Internet. For example 80.80.80.69 is
an |IP address, it is the closet thing the Internet has to
telephone numbers. When you “cal” that number,
using any connection methods, you get connected to
the computer that “owns’ that | P address.

Internet Service Provider, is a company that maintains
a network that is linked to the Internet by way of a
dedicated communication line. An ISP offers the use
of its dedicated communication lines to companies or
individuals who can’t afford the high monthly cost for
adirect connection.

Java is a programming language that is specially
designed for writing programs that can be safely
downloaded to your computer through the Internet
without the fear of viruses. It is an object-oriented
multi-thread programming best for creating applets and
applications for the Internet, Intranet and other
complex, distributed network.
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LAN

NAT

Networ k

Local Area Network a computer network that spans a
relatively small area sharing common resources. Most
LANSs are confined to a single building or group of
buildings.

Network Address Trandlator generaly applied by a
router, that makes many different |P addresses on an
internal network appear to the Internet as a single
address. For routing messages properly within your
network, each device requires a unique IP address. But
the addresses may not be valid outside your network.
NAT solves the problem. When devices within your
network request information from the Internet, the
requests are forwarded to the Internet under the router's
|P address. NAT distributes the responses to the proper
| P addresses within your network.

A network consists of a collection of two or more
devices, people, or components that communicate with
each other over physical or virtual media. The most
common types of network are:

LAN — (local area network): Computers are in close
distance to one another. They are usually in the same
office space, room, or building.

WAN — (wide area network): The computers are in
different geographic locations and are connected by
telephone lines or radio waves.
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NWay Protocol A network protocol that can automatically negotiate the

PING

PPPOE

Pr otocol

highest possible transmission speed between two
devices.

Packet Internet Groper, a utility used to determine
whether a specific IP address is accessible. It functions
by sending a packet to the specified address and waits
for areply. It is primarily used to troubleshoot Internet
connections,

Point-to-Point Protocol over Ethernet. PPPOE is a
specification for connecting the users on an Ethernet to
the Internet through a common broadband medium,
such as DSL or cable modem. All the users over the
Ethernet share a common connection.

Communication on the network is governed by sets of
rules called protocols. Protocols provide the guidelines
devices use to communicate with each other, and thus
they have different functions. Some protocols are
responsible for formatting and presenting and
presenting data that will be transferred from file server
memory to the file server’s net work adapter Others are
responsible for filtering information between networks
and forwarding data to its destination. Still other
protocols dictate how data is transferred across the
medium, and how servers respond to workstation
requests and vice versa. Common network protocols
responsible for the presentation and formatting of data
for a network operating system are the Internetwork
Packet Exchange (IPX) protocol or the Internet
Protocol (IP). Protocols that dictate the format of data
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for transferors the medium include token-passing and
Carrier Sense Multiple Access with Collision Detection
(CSMA/CD),implemented as token-ring, ARCNET,
FDDI, or Ethernet. The Router Information Protocol
(RIP),a pat of the Transmission Control
Protocol/Internet Protocol (TCP/IP) suite, forwards
packets from one network to another using the same
network protocol.

Reverse Address Resolution Protocol, a TCP/IP
protocol that allows a physical address, such as an
Ethernet address, to be trandlated into an | P address.

RJ-45 connector is used for Ethernet cable
connections.

A router is the network software or hardware entity
charged with routing packets between networks.

It is a simple computer that provides resources, such as
files or other information.

The Simple Mail Transfer Protocol is used for Internet
mail.

Simple Network Management Protocol. SNMP was
designed to provide a common foundation for
managing network devices.
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In LANS, a station consists of a device that can
communicate data on the network. In FDDI, a station
includes both physical nodes and addressable logical
devices. Workstations, single-attach stations, dual-
attach stations, and concentrators are FDDI stations.

In TCP/IP, the bits used to create the subnet are called
the subnet mask.

Transmission Control Protocol/Internet Protocol is a
widely used transport protocol that connects diverse
computers of various transmission methods. It was
developed y the Department of Defense to connect
different computer types and led to the development of
the Internet.

A transcelver joins two network segments together.
Transceivers can also be used to join a segment that
uses one medium to a segment that uses a different
medium. On a 10BASE-5 network, the transceiver
connects the network adapter or other network device
to the medium. Transceivers aso can be used on
10BASE-2 or 10BASE-T networks to attach devices
with AUI ports.

The User Datagram Protocol is a connectionless
protocol that resides above IP in the TCP/IP suite
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The upper-layer protocol refers to Application Layer
protocols such as FTP,SNMP, and SMTP.

The USERNAME is the unique name assigned to each
person who has access to the LAN.

It isaprogram that performs a specific task.

Unshielded twisted-pair. UTP is a form of cable used
by all access methods. It consists of several pairs of
wires enclosed in an unshielded sheath.

Wide-Area Network. A wide-area network consists of
groups of interconnected computers that are separated
by a wide distance and communicate with each other
via common carrier telecommunication techniques.

Windows is a graphical user interface for workstations
that use DOS.

A workgroup is a group of users who are physically
located together and connected to the same LAN, or a
group of users who are scattered throughout an
organization but are logically connected by work and
are connected to the same network group.

Workstation refers to the intelligent computer on the
user's desktop. This computer may be an Intel-based
PC, a Macintosh, or a UNIX-based workstation. The
workstation is any intelligent device a user works from.
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